COMMENTS

THE ROAD TO THE RULES:
THE SEC MANDATES CYBERSECURITY DISCLOSURES

I. INTRODUCTION

Locky, Phoenix, WannaCry, DarkSide, NotPetya, Hades. Do these names sound familiar? They have each touched the lives of individuals across the globe, generated revenues in the seven to eight figures, and managed to stand out in a field crowded with other actors. No, these are not the names of Disney antiheroes. They are not TikTok superstars. They are the names of just a few of the large-scale cyberattacks of the past ten years. The World Economic Forum (WEF) paints a stark picture of cybersecurity risk today: “[G]rowing cyberthreats are outpacing societies’ ability to effectively prevent and manage them.” Patchwork government oversight and a global shortage of cybersecurity professionals have only aided this acceleration in cybercrime. Additionally, cybercriminals face little risk of extradition or prosecution, due to the absence of a cooperative international response and the unwillingness of some nations to address cybercrime originating within their borders.
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2. WORLD ECON. F., THE GLOBAL RISKS REPORT 2022, at 47 (17th ed. 2022) [hereinafter GLOBAL RISKS REPORT 2022].

3. See id. at 49; see also Jeff Kosseff, Defining Cybersecurity Law, 103 IOWA L. REV. 985, 1026 (2018) (“A focus on national security will require closer cooperation between the United States and other nations . . . .”). There is recent evidence, though, that certain countries are more willing to cooperate to address the explosive growth of cyberthreats. See Memorandum from Anne Neuberger, Deputy Assistant to the President and Deputy Nat’l Sec. Advisor for Cyber and Emerging Tech., to Corporate Executives and Business Leaders (June 2, 2021), https://www.whitehouse.gov/wp-content/uploads/2021/06/Memo-What-We-Urge-You-To-Do-To-Protect-Against-The-Threat-of-Ransomware.pdf [https://perma.cc/2JXE-U69V] (“[T]he Federal Government is . . . working with international partners to hold countries that harbor ransomware actors accountable, developing cohesive and consistent policies towards ransom payments and enabling rapid tracing and interdiction of virtual currency proceeds.”).
Losses from cyberattacks in the United States can be felt at the national economy level, and attacks on individuals have been replaced with targeted, large-scale assaults on specific companies. When a publicly traded corporation is attacked, the damage extends beyond the organization and inflicts financial losses on shareholders. A 2021 study found that, on average, a successful cyberattack decreased shareholder wealth by $495 million in the three-day window after the event. The highly publicized 2017 cyberattack on the credit reporting giant Equifax, for example, erased $6 billion in market capitalization.

U.S. laws that address cybersecurity lack coordination and do not fully respond to the realities of corporate cybersecurity risk. One commentator described the patchwork of statutes and regulations that do address cybersecurity as an “uncoordinated mishmash” of laws, not designed to operate in conjunction with one another. Additionally, gaps in the scope of cybersecurity laws leave corporate cybersecurity largely unaddressed—state laws have focused on protecting the personal data of individuals, while the federal government has primarily directed its initiatives...
at protecting critical infrastructure. As a United Nations investigation asserts, relative to other countries, U.S. cybersecurity legislation is less centralized and “comparatively underdeveloped.”

Only recently, following a number of high-profile attacks on major American corporations, have federal agencies begun to consider the broader range of cybersecurity concerns affecting companies. The Securities and Exchange Commission (SEC) is among U.S. regulators beginning to turn their attention to gaps in cybersecurity oversight. SEC Chair Gary Gensler has stated that “[c]ybersecurity is a team sport,” and the SEC sees itself as a key player on that team. The SEC grounds its authority for cybersecurity oversight in its mission to protect investors and ensure the integrity of financial markets. Chair Gensler asserted, in 2022, that “[c]yber relates to each part of [the SEC’s] three-part mission: investor protection, facilitating capital formation, and that which is in the middle, promoting fair, orderly, and efficient markets.”

Finalized in July 2023, and over a decade in the making, the SEC’s Rules on Cybersecurity Risk Management, Strategy, Governance, and Incident Disclosure (“Cybersecurity Rules”) apply the long-established SEC corporate disclosure framework to the cybersecurity events, risks, and strategies of publicly traded companies. The Rules present both opportunities and challenges. Uniform, mandatory disclosures have the potential to spotlight successful cybersecurity practices as industry models and to lay plain the gaps and deficiencies that make some companies more vulnerable to a cyberattack. Risk assessment firm Moody’s suggested that the Rules would “provide more transparency into an otherwise opaque but growing risk, as well as more consistency and predictability,” and that “[i]ncreased disclosure should help

---


17. Id.

companies compare practices and may spur improvements in cyber defenses . . . .”
Nonetheless, the Rules provide little guidance on the application of the materiality standard to this emerging and shifting area of risk and oversight. While the materiality standard has historically been plagued by a lack of clarity in its application to other areas of disclosure, it is particularly problematic in the context of cybersecurity. Additionally, companies are understandably concerned about the inherent dangers of disclosing the details of an in-process cyberattack.

This Comment examines the interplay of two forces in the dynamic cyberthreat environment in which U.S. companies operate: on one side, corporate boards face an imperative to preserve and grow shareholder value in the looming shadow of cyber-threats and, on the other side, the SEC aims to fulfill its mission to facilitate information-sharing with shareholders and securities markets. Part II.A of the Overview provides a snapshot of the current state of corporate cyber-risk. Part II.B details the harms that cyberattacks inflict on American corporations. Part II.C discusses the challenges of corporate cybersecurity planning. Part II.D examines the role of corporate boards in cybersecurity oversight and cybersecurity risk management. Finally, Part II.E examines the evolution of the SEC’s cybersecurity disclosure requirements and its 2023 Cybersecurity Rules.

The Discussion evaluates the shortcomings of the SEC’s past approach to cybersecurity and considers the potential of the new Rules to incentivize engaged and effective cybersecurity oversight by corporate boards. The Discussion also addresses two significant unresolved issues—the materiality standard that guides disclosure and the risks inherent in disclosing details of an in-process cyberattack.

II. OVERVIEW

A. Cyber-Threats Target American Corporations

Understanding cyberattack mechanisms and strategies is necessary to appreciate the challenges corporations face when addressing cybersecurity risk management. Cyberattacks are perpetrated with malicious programming code, also known as
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20. The SEC has specified that companies must determine if a cybersecurity incident is “material” by relying on the common law standard: “information is material if ‘there is a substantial likelihood that a reasonable shareholder would consider it important’ in making an investment decision, or if it would have ‘significantly altered the “total mix” of information made available.’” See infra 191 and accompanying text discussing the SEC’s proposed cybersecurity rules; see also TSC Indus. v. Northway, 426 U.S. 438, 449 & n.10 (1976); 17 C.F.R. § 229.105(a) (2023) (requiring a “discussion of material factors that make an investment . . . speculative or risky”).

21. See infra notes 231–34 and accompanying text for a discussion of the unresolved issues related to the materiality standard.

22. See infra notes 237–40 and accompanying text for a discussion of concerns related to the requirement to disclose a cyberattack within four days of reaching a determination that it is material.
“malware.”23 In an estimated ninety-five percent of attacks, human error enables the initial entry of malware into a business’s digital systems.24 Humans open email attachments, visit virus-infected websites, and download files from instant messages during peer-to-peer connections.25 Once inside, malware exploits existing vulnerabilities and often cripples multiple systems throughout a network.26 Malware can cause a service slowdown or shutdown through a range of attack strategies, including distributed denial of service;27 data espionage; theft, destruction, or manipulation of data; and ransomware.28 Advances in quantum computing, artificial intelligence, and virtual reality compound the risks created by these strategies and enable new types of threats.29

This discussion of corporate cybersecurity risk focuses on ransomware, as it has been the cyberattack strategy of choice in many of the recent large-scale attacks on American companies,30 and the rise in the use of ransomware marks a significant shift in the nature of financially motivated cybercrime.31 The list of publicly traded


26. Id.; see also MULTI-STATE INFO. SHARING & ANALYSIS CTR., CYBERSEC. & INFRASTRUCTURE SEC. AGENCY, RANSOMWARE GUIDE 2 (2020) [hereinafter RANSOMWARE GUIDE].


28. See Understanding Denial-of-Service Attacks, supra note 27; Handling Destructive Malware, supra note 25; RANSOMWARE GUIDE, supra note 26, at 2.

29. Post-Quantum Cryptography, DEP’T OF HOME LAND SEC., https://www.dhs.gov/quantum [https://perma.cc/P6PT-2YVU] (last updated Oct. 4, 2022) (“[Quantum computing] is expected to break some encryption methods that are widely used to protect customer data, complete business transactions, and secure communications.”); SEC 2023 Cybersecurity Rules, supra note 18, at 51898 (“[R]ecent developments in artificial intelligence may exacerbate cybersecurity threats, as researchers have shown that artificial intelligence systems can be leveraged to create code used in cyberattacks, including by actors not versed in programming.”); GLOBAL RISKS REPORT 2022, supra note 2, at 47 (noting potential growth in the ability of nontechnical criminals to execute attacks using AI-powered malware); id. at 49 (“The emergence of the metaverse could also expand the attack surface for malicious actors by creating more entry points for malware and data breaches.”).


American companies that faced ransom demands in 2021 and 2022 includes Apple, Accenture, Robinhood, CNA Financial, and Kronos.

In early ransomware attacks, perpetrators used malware to encrypt a victim’s files, effectively locking victims out of their own systems. The victim was then presented with a demand for a ransom payment, in exchange for a decryption key. By selling encrypted data back to its original owners, perpetrators extracted profits from personal data that had little value on the black market. Today, ransomware attacks have evolved beyond encryption of data, increasingly using data theft as the primary mode of extortion. After the victim company pays the ransom, perpetrators, still in possession of the company’s data, can demand further payments by threatening to destroy or leak confidential or sensitive company information, or to publish the personal data of employees and customers.

A number of factors have fueled the increase in the frequency and scale of ransom attacks. First, even if they are identified, cybercriminals face little risk of extradition or prosecution due to the lack of coordination among government agencies, the absence of international cooperation, and the unwillingness of some countries to address cybercrime originating within their borders. Second, the United States and other governments have also failed to regulate cryptocurrency, and this lack of oversight


37. Newman, supra note 32; see also Trautman & Ormerod, Emerging Threat, supra note 1, at 511.

38. Newman, supra note 32; Trautman & Ormerod, Emerging Threat, supra note 1, at 511.

39. WOLFF, supra note 31, at 70.

40. Newman, supra note 32 (“We’re at a point where the threat actors have realized that the data itself can be used in a myriad of ways.” (quoting threat analyst Brett Callow)).

41. Richardson et al., supra note 6, at 6; Ransomware Guide, supra note 26, at 2, 13; see Ransomware Task Force, INST. FOR SEC. AND TECH., Combating Ransomware: A Comprehensive Framework for Action, 13 (2021) [hereinafter Combating Ransomware].


43. WOLFF, supra note 31, at 248. But see Press Release, White House, supra note 13 (highlighting counter-ransomware efforts of the National Security Council to “leverag[e] the tools of diplomacy to address safe harbors and improve partner capacities” and noting that “President Biden has directly engaged President Putin, and established the White House and Kremlin Experts Group to directly discuss and address ransomware activity”).
vastly reduces the risk of detection. And finally, the professionalization and commercialization of cybercrime has increased the quantity, complexity, and scale of cyberattacks. In the widely used “ransomware as a service” model, a developer creates and licenses malware to an affiliate for a fixed fee or a share of the ransom payments. This lowers the cost of entry for would-be perpetrators by providing the necessary technical knowledge and tools.

Today, American companies are in the crosshairs of cybercriminals. Cyberattacks have evolved away from an early, high-volume approach (a profusion of low-value attempts on private individuals) and toward high-impact attacks on specific corporate targets. Digitization of business systems, data, and communications, and present-day global political tensions are key causes of this shift.

First, as a result of digitization and the explosive growth of online business, corporations have become attractive targets for cyberattacks. This combination of factors has proven enticing for malicious actors, who “realize[] the efficiency of targeting [company] networks for attack by stealing both corporate and consumer information.” Though the number of cyberattacks was already rising prior to 2020, accelerated dependence on digital systems during the COVID-19 pandemic introduced new entry points for attacks on corporations due to increased automation, remote connection, and information sharing. Further, with the shift of consumer interactions and transactions to the internet, personally identifiable consumer data has become a key business asset. Additionally, because companies have centralized their

44. GLOBAL RISKS REPORT 2022, supra note 2, at 47; see also SEC 2023 Cybersecurity Rules, supra note 18, at 7 (noting that “the rapid monetization of cyberattacks” has been facilitated, in part, by “crypto-asset technology”). But see Alan Rappeport, Andrew E. Kramer & David E. Sanger, The Biden Administration Is Combating Ransomware with a Crackdown on Cryptocurrency Payments, N.Y. TIMES (Sept. 21, 2021), https://www.nytimes.com/2021/09/21/us/politics/treasury-department-combating-ransomware-cryptocurrency.html [https://perma.cc/4N9Q-6KTS].

45. See GLOBAL RISKS REPORT 2022, supra note 2, at 9.

46. COMBATING RANSOMWARE, supra note 41, at 16; see also GLOBAL RISKS REPORT 2022, supra note 2, at 47 (“[P]rofit-seeking groups of cyber mercenaries stand ready to provide access to sophisticated cyber-intrusion tools to facilitate [ransomware] attacks.”).

47. See COMBINING RANSOMWARE, supra note 41, at 16.

48. See RANSOMWARE GUIDE, supra note 26, at 2; Brenda R. Sharton, Ransomware Attacks Are Spiking: Is Your Company Prepared?, HARV. BUS. REV. (May 20, 2021), https://hbr.org/2021/05/ransomware-attacks-are-spiking-is-your-company-prepared [https://perma.cc/UEG2-4EQZ] (“[T]he threat actors] understand the company’s financial picture, the industry in which it operates, and how to exploit the company to maximum effect.”).

49. See THOMAS, supra note 5, at 4.

50. Andrea M. Matawyshn, Material Vulnerabilities: Data Privacy, Corporate Information Security, and Securities Regulation, 3 BERKELEY BUS. L.J. 129, 145 (2005); see also GLOBAL RISKS REPORT 2022, supra note 2, at 48 (“Cyberthreat actors are also accessing higher-quality and more sensitive information from victims.”).

51. GLOBAL RISKS REPORT 2022, supra note 2, at 9.

52. See id. at 9, 46; SEC 2023 Cybersecurity Rules, supra note 18, at 7.

53. Matawyshn, supra note 50, at 145.
data into information networks to increase efficiency and convenience, consumer data can be more easily targeted in an attack.54

Given the desire of attackers to target both corporate and consumer data, companies are not all equal in the eyes of perpetrators. A cyberattack can extract larger ransoms from data-rich corporations with higher-quality and more sensitive information.55 A 2021 study characterized the companies most vulnerable to attacks as “larger, included in the list of Fortune 500 companies, financially less constrained, more highly valued, [with] more intangible assets. . . [and] operating in industries that are less competitive.”56

The shift of business interactions to digital platforms, combined with the practice of giving system access to outside vendors, has allowed cybercriminals to exploit the weaknesses of third parties’ partners to launch attacks on their ultimate corporate targets.57 Risk is increased yet further by fourth-party risks—the additional risks of the partners and associates of third parties.58 For a cybercriminal, an attack on a vendor or other third- or fourth-party associate “downstream in the supply chain” offers key advantages—these companies are often smaller and less well-resourced and thus present softer targets with fewer cybersecurity defenses.59

In 2021, for example, the prominent Russian ransomware gang REvil launched a ransomware attack on Quanta Computer, a supplier to Apple.60 On the day of a planned Apple product announcement, REvil made its own announcement, revealing that it had obtained Apple product data and schematics and would sell them to the highest bidder if Apple did not make a $50 million payment.61 Third-party risk is not a new phenomenon. An early, memorable example is the 2013 cyberattack on Target—hackers used a phishing attack on an employee of a heating and cooling contractor to obtain remote access credentials to Target’s digital systems,62 ultimately stealing the financial and personal data of an estimated 110 million Target customers.63
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54. Id.
55. Sharton, supra note 48 (“Attacks are focused on exfiltrating company information—and the more sensitive, the better.”).
56. Kamiya et al., supra note 8, at 721.
57. See Matawysn, supra note 50, at 171 (“[I]f one of those business partners makes even one unwise outsourcing decision which gives access to the shared data to a third entity with weak security, the consequences of a data breach by this vulnerable entity two steps removed will be felt by the initial entity.”); SEC 2023 Cybersecurity Rules, supra note 18, at 7.
59. Newman, supra note 32 (noting that Quanta Computer also supplies Dell and HP).
60. Id.
61. Id. As proof, REvil “released a cache of documents about upcoming, unreleased MacBook Pros” and iMac schematics. Id.
A second factor driving attacks on corporate targets is the emergence of a new global conflict landscape that blurs the lines between state actors and private entities. Today, many corporations have a financial and symbolic value large enough to make them suitable proxies for nation-states—an attack on a high-value company can devastate a state adversary. Further, because corporations have greater exposure and less protection than military targets, aggressors with fewer economic and military resources can inflict significant harm on world superpowers. Given their “size, value, and influence,” American companies are particularly attractive targets to enemies of the United States “who would otherwise be reticent to engage the [country] in traditional battles.”

Many of the largest and most visible cyberattacks on American companies have been attributed to foreign governments. Though these attacks undoubtedly inflicted financial harm on their targets, the involvement of state actors suggests that they were primarily motivated by goals including “political and economic espionage, and system disruption.” The 2014 North Korean-backed attack on Sony Pictures, related to the studio’s release of The Interview, a satirical movie about a CIA plot to assassinate North Korean leader Kim Jong Un, is one of the first attacks on a U.S. corporation to be attributed to a nation-state actor. Yahoo was another early victim of a nation-state
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64. See Tom C.W. Lin, Business Warfare, 63 B.C. L. REV. 1, 3 (2022) (“[T]his competition between and among nations and businesses has grown alarmingly and increasingly adversarial and combative as nation-states and non-state actors target specific businesses for attacks, sanctions, and recriminations with new intensity and methods.” (citing J. Benton Heath, The New National Security Challenge to the Economic Order, 129 YALE L.J. 1020, 1024 (2020))); Derek E. Bambauer, Ghost in the Network, 162 U. PA. L. REV. 1011, 1091 (2014) (“Nation-states are now engaged in the long twilight struggle of espionage and hacking in cyberspace.”); see, e.g., Trautman & Ormerod, Emerging Threat, supra note 1, at 505–06 (discussing the North Korea-sponsored 2017 WannaCry and 2014 Sony attacks); id. at 534 (discussing the 2017 NotPetya attack which was linked to the Russian government).

65. Lin, supra note 64, at 12 (“[A] successful attack against a high-value company could have a devastating psychological and economic impact on an adversary. . . . The revenues and market cap of the largest technology companies in the world rival and surpass the GDP of many large nations.”); see also SEC 2023 Cybersecurity Rules, supra note 18, at 7 (noting that large-scale attacks can have “systemic effects on the economy as a whole”).

66. Id.; see also SCI. FORESIGHT UNIT, EUR. PARL. RSCH. SERV., HIGH-LEVEL ROUNDTABLE ON CYBERSECURITY 3 (2022) (noting attack motivations including “desire to destabilise a country, an economy, or democratic processes such as elections”).

67. Lin, supra note 64, at 9 (“E]nemies that could not otherwise win traditional wars of soldiers and arms with the United States, given its superpower strengths, now seek to attack American business interests directly to inflict harm on American national security and economic welfare.”); id. at 11 (“Whereas traditional warfare tactics have often become too bloody, costly, and futile, attacks via business warfare have grown more attractive and prevalent.”).

68. Id. at 24–25; see also SEC 2023 Cybersecurity Rules, supra note 18, at 8 (“[S]ate actors have perpetrated multiple high-profile attacks, and recent geopolitical instability has elevated such threats.”).

69. WOLFF, supra note 31, at 259; see also id. at 73 (discussing North Korea’s involvement in the WannaCry cyberattack and noting that “[r]ansomware appeared to have transcended its roots as a tool for financially motivated crime and developed into a more general attack model that cost its victims no less even as it brought in smaller sums for its perpetrators”).

70. Trautman & Ormerod, Emerging Threat, supra note 1, at 526; see also David E. Sanger & Nicole Perlroth, U.S. Said To Find North Korea Ordered Cyberattack on Sony, N.Y. TIMES (Dec. 17, 2014),
attack. Between 2013 and 2016, multiple cyberattacks on Yahoo compromised over one billion user accounts and were subsequently attributed to Russian intelligence officers.71 And in 2017, members of China’s military attacked the credit reporting agency Equifax, stealing trade secrets and personal data from approximately 145 million individuals.72

B. The Harms that a Cyberattack Inflicts on a Corporation

A cyberattack triggers a broad range of harms on a corporation and can have a material effect on its revenues and share prices.73 Most immediate and obvious among the harms inflicted by an attack are ransom payments to malicious actors and disruption of daily operations.74 Reported 2019 ransom payments made by American companies, for example, ranged as high as 9.1% of annual revenues.75 Other near-term impacts can include loss of trade secrets and other intellectual property, as well as exposure of confidential customer and employee data.76

While some harms are apparent, others are more difficult to detect and may only become clear in hindsight.77 For example, a cyberattack blocks or limits the availability of capital, bandwidth, and other essential resources.78 It also forces the company to dedicate employee capacity to post-attack tasks including incident response, forensic investigations, and documentation.79 Cyberattacks also introduce the threat of state and


74. Handling Destructive Malware, supra note 25.

75. Richardson et al., supra note 6, at 6.

76. Sharton, supra note 48; see also Matawyshn, supra, note 50, at 140 (“[C]orporate proprietary information protected solely by trade secret law could, in effect, lose all its value . . . because the information’s status as a trade secret is entirely contingent upon its confidentiality.”); Id. at 139–40 (“Certain corporate assets, such as databases of customer information and preferences, are valuable only because of their confidentiality.”).

77. Kosseff, supra note 4, at 990–93.

78. Matawyshn, supra note 50, at 142 (highlighting the need to cover fines, court costs, attorneys’ fees, settlement costs, compliance mechanisms, settlement agreements, and court decisions).

79. Id.
federal regulatory fines and the possibility of civil claims brought under state laws.\textsuperscript{80} When an attack becomes public, it may also cause brand damage, which can reduce the market value of a company’s products.\textsuperscript{81}

Another less apparent harm is reputational damage, which can become a “reputational loss” when stakeholders demand more favorable transactional terms (e.g., loan terms) to account for their increased financial risk.\textsuperscript{82} The effects of reputational loss can be substantial, including negative impacts on sales growth, return on assets, and cash flow; decreased credit ratings; and lower ratios of net worth to assets.\textsuperscript{83} The cyberattacks suffered by Yahoo provide a prime example of the effects of reputational loss on shareholders.\textsuperscript{84} Following two attacks and the company’s failure to disclose them, Verizon renegotiated its asset purchase deal to cut $350 million from the price it would pay.\textsuperscript{85} The full amount of this loss was passed directly on to Yahoo shareholders.\textsuperscript{86}

Cyber incidents also create volatility in stock prices, which, in turn, has a tangible effect on shareholder wealth.\textsuperscript{87} One investigation found that companies experienced a drop in stock price following the announcement of a data breach and saw persistently lower stock prices for several years.\textsuperscript{88} Notably, the study showed that the market punished more heavily those data breaches that could have been avoided with reasonable precautions.\textsuperscript{89} A 2021 study found that while the out-of-pocket costs of a cyberattack were significant, they made up only a small portion of the average $495

\begin{thebibliography}{9}
\bibitem{Note80} See Edward A. Morse, Vasant Raval & John R. Wingender, Jr., \textit{SEC Cybersecurity Guidelines: Insights into the Utility of Risk Factor Disclosures for Investors}, 73 Bus. Law. 1, 1 (2017) [hereinafter Morse et al., \textit{Cybersecurity Guidelines}]; SEC 2023 Cybersecurity Rules, supra note 18, at 7 (noting that litigation risks are among the increasing costs of cyberattacks); \textit{infra} Part II.E (discussing statutory and regulatory law addressing cybersecurity and the associated liability).
\bibitem{Note81} See Kosseff, supra note 4, at 990–93 (detailing harms of the 2014 Sony Pictures hack); Matawyshn, supra note 50, at 140 (noting that vulnerability decreases investments in brand identity, due to breached promises of data care); Kamiya et al., supra note 8, at 721.
\bibitem{Note82} Kamiya et al., supra note 8, at 720; see also Virginia Harper Ho, \textit{Risk-Related Activism: The Business Case for Monitoring Nonfinancial Risk}, 41 Iowa J. Corp. L. 647, 665 (2016) [hereinafter Harper Ho, \textit{Risk-Related Activism}] (“One of the consistent findings on risk effects is that firms with strong monitoring and management of nonfinancial risks enjoy a lower cost of equity and cheaper debt financing . . . [and] share prices should reflect the fact that discounting by a lower cost of capital increases the net present value of the firm’s earnings.”); see also SEC 2023 Cybersecurity Rules, supra note 18, at 7 (noting that reputational damage is among the increasing costs of cyberattacks).
\bibitem{Note83} Kamiya et al., supra note 8, at 720.
\bibitem{Note84} See supra note 71 and accompanying text regarding the 2013-2016 cyberattacks on Yahoo.
\bibitem{Note86} Id.
\bibitem{Note87} Kamiya et al., supra note 8, at 720; Morse et al., \textit{Cybersecurity Guidelines}, supra note 80, at 1.
\bibitem{Note89} Id.
\end{thebibliography}
million shareholder value loss occurring in the three-day window after a cyberattack—\(^90\)—the greater share of value loss was attributed to reputational loss.\(^91\)

### C. The Challenges of Cybersecurity Planning

Understanding and addressing cyber-threats is part of the cost of doing business,\(^92\) because a company’s survival depends on the protection of its critical information and its technology infrastructure.\(^93\) Responses to cyber-threats fall under the umbrella term “cybersecurity.”\(^94\) A comprehensive corporate cybersecurity plan includes both proactive and responsive strategies to reduce the chance of attacks, quickly detect an intrusion, respond effectively, and recover from a worst-case scenario.\(^95\)

An emerging cybersecurity standard of care takes a process-oriented approach and emphasizes ongoing review and adjustment.\(^96\) Nonetheless, there is no one-size-fits-all
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90. Kamiya et al., supra note 8, at 721 (representing a 0.84% average shareholder value loss; if the attack included loss of personal financial information value loss averaged 1.09%). The study looked at disclosed cyberattacks on public corporations from 2005 to 2017. Id. at 720, 727.

91. Id. at 737; see also Morse et al., Cybersecurity Guidelines, supra note 80, at 2 (“[E]rosion of customer goodwill, reduced investor confidence in management’s ability to secure the firm’s assets, and exposure to transaction costs associated with resolving claims may explain negative effects on stock prices.”).

92. Robert Kolasky, Foreword to Internet Sec. All. & Nat’l Assoc. of Corp.Dirs., Cyber-Risk Oversight 2020 Key Principles and Practical Guidance for Corporate Boards 4 (2020), http://isalliance.org/wp-content/uploads/2020/02/RD-3-2020_NACD_Cyber_Handbook_WEB_022020.pdf (discussing the importance of robust risk-management practices, including “knowing your major risks, understanding the size of your attack surface, assessing the criticality of your digital infrastructure based on the type of business processes they support, conducting inventories of connected users and devices, and then using this awareness to harden systems and add resilience in a targeted and prioritized manner”); see also Harper Ho, Risk-Related Activism, supra note 82, at 655 (“Like other nonfinancial risk, operational risks . . . are inherent in any business and cannot be hedged or completely eliminated, and . . . they can also affect financial risk.”); Kamiya et al., supra note 8, at 720 (“Firms could choose not to be exposed to cyber risk, but they would not be competitive doing so and likely would not be able to function.”).

93. See Kosseff, supra note 4, at 997 (emphasizing “the need to protect not only data, but also the systems on which data are stored and the networks on which data are transmitted”).


95. Shields Up, CYBERSEC. & INFRASTRUCTURE SEC. AGENCY, https://www.cisa.gov/shields-up [https://perma.cc/ZBU7-2JLY] (last visited Nov. 22, 2023); see, e.g., CYBERSECURITY AND RESILIENCY OBSERVATIONS, supra note 5, at 2 (noting “practices in the areas of governance and risk management, access rights and controls, data loss prevention, mobile security, incident response and resiliency, vendor management, and training and awareness”); Kolasky, supra note 92, at 5 (discussing basic cybersecurity hygiene, including “backing up systems, patch management, and network segmentation”); 2021 Top Malware Strains, supra note 23 (listing key practices, including patching known exploited vulnerabilities, enforcing multifactor authentication, making offline backups of data, training end-users about social engineering and phishing).

approach for companies, and cybersecurity risk planning presents a substantial challenge. Cybersecurity decisions are highly case specific and depend on the company’s function, infrastructure, and data assets, among other factors.\textsuperscript{97} Recommended practices and solutions are constantly changing as threats evolve.\textsuperscript{98} The current reality is that companies are faced with an “excess of security advice and services, coupled with a lack of reliable, empirical data on which controls and techniques are most effective at preventing intrusions.”\textsuperscript{99}

American companies receive little cybersecurity direction from the federal government, either in the form of actionable recommendations\textsuperscript{100} or well-defined liability regimes.\textsuperscript{101} As cybersecurity policy expert Josephine Wolff observes, “[T]he vague nature of government cybersecurity guidance adds to the uncertainty that institutions face when forced to make concrete decisions about how to define the scope of their responsibility for protecting computer systems and what tools to use for that purpose.”\textsuperscript{102} She points out that the Federal Trade Commission (FTC), for example, does not identify any specific cybersecurity practices companies can implement to avoid liability in the case of a cyberattack, “in part because [the FTC does] not know which controls are most effective—they have no way to measure that.”\textsuperscript{103}

D. The Role of the Board of Directors in Cybersecurity Oversight

Corporate law holds boards of directors accountable to preserve and grow value for investors,\textsuperscript{104} and oversight of risk management is an essential component of a board’s role.\textsuperscript{105} Along with the many other corporate risks they address, directors have a responsibility to protect the company from the immediate and longer-term harms of a cyberattack.\textsuperscript{106} Though it is not possible to eliminate all danger, anticipating, preparing
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for, and managing risk can contribute to a company’s long-term value by reducing future losses due to “enforcement actions, legal claims, and other negative risk events.” To accomplish this, directors must set priorities and allocate resources and expertise to support a cybersecurity risk management strategy that is both proactive and responsive. Further, under the SEC’s new Cybersecurity Rules, directors are tasked with ensuring that disclosures accurately and fully portray the company’s cyber-risk to investors and securities markets. Though there is a compelling argument for increasing the awareness of cybersecurity risk management in corporate boardrooms, there are a number of trade-offs and conflicting incentives that complicate decision-making around corporate cybersecurity.

Boards can address cybersecurity risks by hiring a chief information security officer, directing the purchase of cyber insurance, and engaging outside service providers for continuous threat monitoring. However, these investments are expensive and ultimately require a “trade-off between the benefit of reducing the risk that profit volatility imposes on stakeholders and the cost of doing so.” And because an investment in cybersecurity will likely reduce or eliminate attacks, stakeholders may perceive a reduced threat and feel that the company is overinvesting in cybersecurity.

Given the costs and the risk analysis, boards may decide to forgo cybersecurity investments and instead focus on managing the consequences of an attack. Though cyberattack costs can be significant, market and business factors may not adequately incentivize cybersecurity investments. Decision-makers may believe that the
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out-of-pocket costs of a potential attack will constitute only a fraction of the company’s annual revenues.\textsuperscript{117} Further complicating the cost-benefit analysis of cybersecurity investments for corporate decision-makers, cyberattack expenses can often be at least partially reimbursed by insurance.\textsuperscript{118} In addition, existing regulatory penalties are not yet significant enough to encourage companies to forego potential revenue in order to invest in compliance.\textsuperscript{119} A 2021 study, for example, estimated regulatory fines resulting from a cyberattack at only $1.02 million.\textsuperscript{120}

The threat of investor claims for breach of oversight duty is also unlikely to substantially affect decision making around cybersecurity investments.\textsuperscript{121} Delaware’s business judgment rule gives substantial deference to boards in monitoring and responding to risk, and the high standard for liability requires an intentional disregard of fiduciary duties.\textsuperscript{122} The Delaware Court of Chancery itself has observed that director liability based on the duty of oversight “is possibly the most difficult theory in corporation law upon which a plaintiff might hope to win a judgment.”\textsuperscript{123}

\section*{E. SEC Cybersecurity Regulation}

The SEC has begun to insert itself in this environment of cybersecurity risk, asserting that oversight in this area is integral to the Commission’s work to protect
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investors and ensure the integrity of financial markets. The SEC’s primary tool in regulating corporate cybersecurity is its public disclosure framework, first established by Congress in 1934. This Part will examine the throughline that begins with the original rationale for corporate disclosures and extends all the way to the SEC’s 2023 Cybersecurity Rules. It details the foundations and intent of the disclosure framework and then considers several key SEC actions in the timeline leading up to the 2023 finalization of the Rules.

1. The SEC Disclosure Framework

The Securities Act of 1934 (“Exchange Act”) created the SEC and empowered it with broad authority to regulate the securities industry, including all publicly traded companies. The Exchange Act was designed, in large part, to protect shareholders of American companies. As of the writing of this Comment, the Exchange Act gives the SEC oversight of all corporations that are listed on a U.S. exchange, as well as all corporations that have $10 million in assets and either two thousand shareholders or five hundred shareholders who are not accredited investors.

The SEC’s “long-standing three-part mission [is] to protect investors, maintain fair, orderly, and efficient markets, and facilitate capital formation.” To further the aim of protecting shareholders, the Exchange Act specified that the SEC would require reporting, or “disclosure,” to provide information to investors about companies in which they are investing. This requirement is grounded in the basic assertion that “[t]imely disclosure of relevant information allows investors to make informed decisions about their investments and induces confidence from the investment community.”
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130. Securities Exchange Act of 1934, Pub. L. No. 73-291, ch. 404, § 13, 48 Stat. 881, 894 (codified as amended at 15 U.S.C. §§ 78m(a)(2)) (“Every issuer of a security registered on a national securities exchange shall file the information, documents, and reports below specified with the exchange . . . . in accordance with such rules and regulations as the Commission may prescribe as necessary or appropriate for the proper protection of investors and to insure fair dealing in the security . . . .”).
and gave the SEC broad authority to promulgate the disclosure rules. Today, SEC rules require companies to make annual and periodic disclosures to investors about business operations, management, financial conditions, and risk factors, among other details.

As reflected in the SEC’s second mission objective, “maintain[ing] fair, orderly, and efficient markets,” Congress also saw disclosure as a way “to promote market efficiency so that the prices of securities would more accurately reflect the underlying values of the securities.” In 2019, then-SEC Division of Corporation Finance Director William Hinman highlighted the importance of this objective: “Robust disclosure decreases information asymmetries and is the foundation of reliable price discovery. When investors have confidence that they are receiving full and transparent disclosure, markets operate more efficiently and the cost of capital is reduced.”

Finally, disclosure is a key means of fulfilling the SEC’s commitment to “facilitate capital formation.” The SEC has asserted that disclosure requirements are designed to “maintain[] investor confidence in the reliability of public company information, in order to, among other things, encourage capital formation.”

Disclosure is a year-round process designed to elicit “timely, comprehensive, and accurate information about risks and events that a reasonable investor would consider important to an investment decision.” In addition to quarterly and annual
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companies must disclose events that would be of material importance to investors.142

This materiality standard is central to disclosure and is intended to “filter out essentially useless information that a reasonable investor would not consider significant.”143 The SEC relies on the materiality standard articulated by the Supreme Court in two cases, TSC Industries v. Northway and Basic v. Levinson.144 TSC Industries established that a fact is material if it “would have been viewed by the reasonable investor as having significantly altered the ‘total mix’ of information made available.”145 Additionally, Basic v. Levinson established that materiality requires a fact-specific inquiry, where no single fact is determinative, and specified that the analysis requires consideration of the “probability that the event will occur and the anticipated magnitude of the event in light of the totality of company activity.”146

The SEC reviews each company’s disclosures at least once every three years.147 If a disclosure is found to be deficient or unclear, the SEC may send a comment letter requesting amendments or additions148 and may also conduct an investigation.149 This can lead to an enforcement action,150 including the possibility of an administrative proceeding or litigation in federal court.151
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Though the SEC has continuously reiterated the importance of cybersecurity, until the finalization of the Cybersecurity Rules in 2023, the Commission did not institute any mandatory rule that would require all reporting companies to regularly disclose cybersecurity information. Instead, the Commission used a combination of existing rules and guidance to encourage disclosures of cyber-events, responses, and risks that would be material to investors, in light of the company’s vulnerability, threat experience, and cybersecurity practices.

2. 2011: The SEC Division of Corporation Finance Staff Issues Cybersecurity Guidance

In May 2011, five senators asked the SEC to issue guidance regarding cyber-risk disclosures under existing regulations. Four months later, the staff of the SEC Division of Corporation Finance released guidance discussing its views on disclosure of cyber-risk and cyber-incidents. Acknowledging that “no existing disclosure requirement explicitly refers to cybersecurity risks and cyber incidents,” the staff guidance was intended to assist companies in determining what information, if any, should be designated as material, given the company’s particular circumstances.

The guidance identified the primary areas of the annual disclosure form where companies have an obligation to discuss cyber-risk and cybersecurity. In the risk factor disclosure, for example, companies were urged to “disclose the risk of cyber incidents if these issues are among the most significant factors that make an investment in the company speculative or risky.” The guidance stated that in the section commonly known as the “MD&A,” Management’s Discussion and Analysis of Financial Condition and Results of Operations, companies should address cybersecurity risks and events if the costs or other consequences would likely have a material effect on financial conditions or outcomes. The guidance also emphasized that “all available relevant information” must be used in determining whether risk factor disclosure is required and specified factors including prior or threatened events, severity and frequency of events, probability of events, degree of risk, costs and other consequences
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of misappropriation of data, operational disruption, and adequacy of preventative actions.\textsuperscript{160}

While the 2011 staff guidance aimed to encourage robust cybersecurity disclosures, it left open significant space for companies to make their own determinations about what was required.\textsuperscript{161} Importantly, it did not clarify the application of the materiality standard to the MD&A disclosure.\textsuperscript{162} Additionally, while the guidance cautioned against “generic ‘boilerplate’ disclosure,” it also stated that the rules did not require disclosures that “would compromise a registrant’s cybersecurity.”\textsuperscript{163} As observed by scholars, the guidance “suggests that obfuscation through generalization is expected.”\textsuperscript{164}

The most important limitation of the 2011 guidance is the fact that it was issued only by the staff of the Division of Corporation Finance.\textsuperscript{165} “[I]t was not a rule, regulation, or statement of the Securities and Exchange Commission” and “the Commission . . . neither approved nor disapproved its content.”\textsuperscript{166} As such, this guidance was not legally binding.\textsuperscript{167} As securities laws include no general requirement to disclose all material facts that shareholders would presumably like to know about, “[t]here is no affirmative duty to disclose facts simply because they are material.”\textsuperscript{168} As one observer noted, “silence is an option under federal securities laws unless disclosure is required.”\textsuperscript{169}

3. 2014: The SEC Asserts Its Authority for Cybersecurity Oversight

In 2014, the SEC hosted a roundtable discussion to gather private sector input on the Commission’s approaches to cybersecurity regulation.\textsuperscript{170} In his opening remarks, Luis Aguilar, then-SEC Commissioner, addressed the appropriateness of the SEC’s
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jurisdiction in the area of corporate cybersecurity, asserting that cyber-regulation was grounded in the history of the SEC’s congressional mandate: “Cyber-attacks aimed at [public companies and capital markets] can have devastating effects on our economy, on individual consumers, and on the markets and investors that the SEC was created to safeguard.” Then-SEC Chair Mary Jo White reinforced this message, in her address at the event. She drew an explicit connection between cybersecurity oversight and the SEC’s mission objectives, stating that SEC cybersecurity regulation was focused on “the integrity of our market systems, customer data protection, and disclosure of material information.”


In 2018, “[i]n light of the increasing significance of cybersecurity incidents,” the Commission itself issued a rule interpretation and expanded on the 2011 staff guidance. Though the 2018 SEC guidance did have the weight of an official Commission interpretation, it too was neither a law nor a regulation. Further, while the SEC commissioners unanimously approved the 2018 guidance, many of them felt that it could have been issued as a binding requirement.

The 2018 rule interpretation added guidance regarding the inclusion of cybersecurity in the analysis of a company’s disclosure controls and procedures and addressed insider trading based on material non-public information related to a cyber event. It also discussed the role of corporate boards in cybersecurity oversight, stating that disclosures should include information to enable “investors to assess how a board of directors is discharging its risk oversight responsibility.” This guidance was grounded in the SEC’s position that “the development of effective disclosure controls and procedures is best achieved when a company’s directors . . . are informed about the cybersecurity risks and incidents that the company has faced or is likely to face.”
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5. Enforcement Actions Reiterate the SEC’s Cybersecurity Focus

Beginning in 2018, the SEC undertook a number of enforcement actions that both signaled its prioritization of cybersecurity disclosures and, to some extent, communicated to companies how the SEC would evaluate cybersecurity disclosures in light of the 2018 guidance. These enforcement actions also evidenced the fact that there were problems with compliance under the 2011 and 2018 guidance.181

The SEC brought its first cybersecurity disclosure action in 2018, against Yahoo, alleging disclosure failures following the 2013–2016 breaches.182 The SEC stated that “Yahoo senior management . . . did not properly assess the scope, business impact, or legal implications of the breach, including how and where the breach should have been disclosed in Yahoo’s public filings.”183 Yahoo ultimately agreed to a $35 million settlement with the SEC.184

In 2021, the SEC issued an administrative order against the educational publishing company Pearson, for omissions and misleading statements related to a cyberattack that compromised its data.185 Though Pearson had characterized the cyberattack as hypothetical in its disclosure, the company was in fact aware that the attack had actually occurred.186 Other recent enforcement actions include charges of deficient cybersecurity procedures187 and cybersecurity disclosure controls failures.188


In March 2021, “[i]n response to serious data breaches of various companies,” a bipartisan group of lawmakers introduced the Cybersecurity Disclosure Act of 2021 (“CDA”).189 In his introductory remarks, Senator Jack Reed stated, “Investors and customers deserve a clear understanding of whether publicly traded companies are prioritizing cybersecurity and have the capacity to protect investors and customers from...
cyber related attacks.”190 Though the CDA remains just a proposal, almost exactly one year after its introduction, on March 9, 2022, the SEC proposed new cybersecurity rules that included an explicit focus on the cybersecurity oversight role of corporate boards.191

The SEC pointed to several factors motivating the 2022 rule proposal: (1) the Commission’s observation that “certain cybersecurity incidents that were reported in the media . . . were not disclosed in a registrant’s filings;” (2) inconsistent specificity in disclosures; and (3) inclusion of the cybersecurity content “with other unrelated disclosures, which makes it more difficult for investors to locate, interpret, and analyze the information provided.”192

In July 2023, the SEC released the finalized Cybersecurity Rules.193 Under these new Rules, companies must disclose specifics about their cybersecurity risks and strategies, including risks created by third-party services,194 management positions with a responsibility for cybersecurity risk assessment and the expertise of such individuals,195 and use of external services to manage cybersecurity risk.196 Additionally, the Rules specify the information companies must disclose about the material impact of attacks or threats that have risen to a material level.197 Though the scope of this disclosure was narrowed somewhat, based on concerns voiced in the comments,198 the finalized Rules did adopt the proposed requirement to disclose a material cybersecurity incident within four days of its discovery.199

Like the CDA, the SEC’s Cybersecurity Rules reflect an increasing focus “on the role of boards in preventing, mitigating, and, where necessary, disclosing cybersecurity
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incidents.”

Though the finalized Rules regarding board oversight are “less granular than proposed” they still aim to allow investors to see how a company’s board oversees its cybersecurity processes. The Rules specify that “registrants must ‘describe the board’s oversight of risks from cybersecurity threats,’ and . . . ‘identify any board committee . . . responsible’ for such oversight ‘and describe the processes by which the board . . . is informed about [cybersecurity] risks.’”

Though the rules became effective in December 2023, an October 2023 enforcement action perhaps previews what companies should anticipate from SEC enforcement of the Cybersecurity Rules. The SEC brought charges against SolarWinds Corporation, and its chief information security officer, “for fraud and internal control failures relating to allegedly known cybersecurity risks and vulnerabilities.” In 2020, SolarWinds was the target of a massive cyberattack that had significant and widespread impacts on private and government organizations across the United States. The SEC complaint alleged that the company publicly overstated its cybersecurity practices and “misled investors by disclosing only generic and hypothetical risks at a time when the company and [its chief information security officer] knew of specific deficiencies in SolarWinds’ cybersecurity practices as well as the increasingly elevated risks the company faced at the same time.”

III. DISCUSSION

The Discussion considers the SEC’s Cybersecurity Rules in light of the shortcomings of the prior discretionary approach to disclosure and concludes that the Rules both create the potential to provide investors with a more complete risk picture and present significant implementation challenges for regulated companies. Part A
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addresses the failures of the discretionary approach. Part B considers the potential positive outcomes for investors. Part C examines the implications of mandatory disclosures for board oversight. Finally, Part D highlights two significant unresolved issues—the materiality standard and the risks inherent in disclosing details of a cyberattack while it remains ongoing.

A. The Problem with Discretionary Cybersecurity Disclosures

The SEC’s cybersecurity disclosure guidance prior to 2023 failed to elicit robust and consistent reporting across regulated companies. Under the guidance, companies did not always disclose events transparently, and disclosures lacked specificity. Additionally, the inconsistencies in the location of cybersecurity information on the various forms made it difficult for investors to easily locate the information and compare disclosures across companies.

As one scholar notes, without uniform requirements, “management can be expected to approach risk-related disclosures conservatively because disclosure is costly and may benefit competitors.” And when companies fail to identify and quantify new risks, investors cannot assess their magnitude. Where there is a lack of transparency, there is an information asymmetry—cyber criminals “know more about the information security practices of entities than most of the entities’ shareholders.”

A discretionary system also results in a lack of uniformity that impedes comparability of information. These disclosure shortcomings arguably create an externality for investors, exposing them to risk they are not compensated for bearing.

B. The Investor Perspective

For investors, there is an obvious business case for companies to address the risk of cyberattacks, as they have the potential to paralyze business operations, expose the company to legal and regulatory costs, destroy company value, and damage shareholder earnings. In 2020, the director of the federal government’s Cybersecurity and Infrastructure Security Agency (CISA) stated that cybersecurity
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Incidents “can no longer be looked at as a mere IT problem. Rather, these incidents represent potential business losses (either realized or unrealized) that must be treated with the same vigilance as more traditional vectors of business disruption and loss of profit.”216 Investor groups have called for stronger cyber-risk management practices by boards.217 In 2016, for example, the Council of Institutional Investors, a group representing corporate and other investor entities with combined assets under management of approximately $4 trillion,218 stated that “[e]ffective cybersecurity risk management starts with the board.”219

The 2023 Cybersecurity Rules have the potential to benefit investors and markets. First, by moving to mandatory disclosures and increasing the specificity required, the Rules have the potential to increase the “consistency, completeness and comparability of information across registrants.”220 Individual shareholders will have additional information that can be used to align their investment decisions with prospects of future cash flow and with their own risk appetite.221 Additionally, when all companies are compelled to uniformly and regularly disclose detailed cybersecurity risk information, “investors [will be able to] more readily identify outliers and pressure a change in their policies.”222

At the market level, the increased transparency requirements of the Rules are intended to ensure “that corporate information vulnerability, security losses, and diminution of intangible asset value are being correctly factored into the stock price of
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vulnerable entities.” 223 This, in turn, may serve to further insulate investors from financial losses by minimizing stock price volatility.

C. Focus on Board Oversight

By requiring companies to regularly disclose details of their cybersecurity strategy and report cyber-events, the Cybersecurity Rules may encourage boards to engage more frequently and fully with cybersecurity oversight.224 In particular, the requirement to disclose cybersecurity procedures and policies may lead boards to adjust their oversight of management by, for example, asking more informed questions, critically evaluating management strategies, and verifying that they have effective internal controls in place.225 Mandatory disclosure may also reframe the board’s decision to invest in cybersecurity, “changing good security from a luxury to an essential business expense that must be incurred by all entities.”226 Because the Rules require detailed disclosures related to risk-assessment programs, boards may be incentivized, for example, to take the costly step of instituting continuous threat monitoring.227

Insofar as the Rules encourage effective board oversight of cybersecurity, they have the potential to decrease investor vulnerability by reducing the exposure of companies to cyberattacks and, in turn, the associated stock price drops and other short- and long-term financial harms.228 There is evidence that companies without board oversight of risk management experience a stock price reaction to a cyberattack that is four percentage points lower than those with board oversight of risk management.229 Conversely, a 2018 study found that an increase in a company’s cybersecurity awareness was associated with a $2.30 stock price increase.230

D. Unresolved Issues

Though the SEC’s 2023 Cybersecurity Rules promise benefits for investors and companies, important questions remain. Two stand out as particularly difficult to resolve and will likely be the focus of significant debate as registrants begin complying
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with the requirements. First, the materiality standard is unclear and evolving. Materiality cannot be analyzed with a bright-line test and “depends not upon the literal truth of statements, but upon the ability of reasonable investors to become accurately informed.” Commentators note the “amorphous character” of the standard, and one goes so far as to assert that it has been “a hopeless morass of disparate caselaw for decades.”

Beyond general problems with materiality, the standard has not yet been clarified with regard to cybersecurity disclosures. Because materiality is contextual, cyber-incident harm thresholds for established and emerging growth companies may vary widely. Enforcement actions provide some indication of the SEC’s interpretation of the cybersecurity materiality standard, but SEC guidance is still needed to clarify the standard for the full range of regulated companies.

A second significant issue is the difficulty a company faces when trying to balance disclosure compliance against the risk of increasing its own vulnerability or giving an advantage to market competitors. These competing interests are particularly problematic in the context of the proposed requirement to disclose an incident within four days of discovery. Despite the potential value of this information to investors, disclosing details about an unresolved attack could foreseeably increase a company’s vulnerability. As one scholar observes, “Long-term investors would likely prefer that the firm avoid any disclosures that increase the firm’s exposure to losses, even if that means a less accurate price for its stock in the short term because some risks or threats remain hidden from the public.” Boards will have to carefully consider and balance disclosure rules and risks.

IV. CONCLUSION

The SEC’s 2023 Cybersecurity Rules promise substantial benefits for corporate governance, shareholder risk management, and market accuracy. By directing the attention of corporate boards to cybersecurity oversight, they may also serve to harden American targets against increasingly sophisticated large-scale cyberthreats. The full
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implications of the Rules are yet uncertain, though, given the lack of clarity regarding the application of the materiality standard and the significant unknowns surrounding the incident disclosure requirements.